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INFORMATION SECURITY POLICY 
 
DQE is a company specializing in data quality management solutions. We provide solutions that are 
either in SaaS mode or hosted on the customer’s premises, enabling the input, control and 
correction of data that includes postal addresses (address cleansing), email addresses, and 
telephone numbers.  
 
As we are aware of the stakes involved in handling the personal data we process, we have decided 
to implement an Information Security Management System to comply with the requirements of the 
ISO 27001 international standard.  
 
To meet the various applicable requirements and the expectations of our stakeholders, as well as 
ensure an appropriate level of information security, we are committed to:  

 Providing the resources needed to implement and maintain compliance with ISO 
27001:2013 by adopting a continuous improvement approach;  

 Clearly defining information security roles and responsibilities for our staff;  
 Ensuring compliance with contractual, regulatory, legislative, and business-related 

requirements.  
 

Through the ISMS manager’s systematic monitoring, we aim to:  
 

 Protect customer data by maintaining confidentiality, integrity, and availability   
 

 Ensure compliance with legal and regulatory requirements governing the processing of 
personal data   
 

 Guarantee that deployed solutions are kept up to date to maintain a high level of security 
and prevent intentional breaches  
 

 Ensure the availability and resilience of services provided to customers through a proactive 
approach aimed at achieving a high level of customer loyalty   
 

 Guarantee a high level of involvement and vigilance on the part of DQE employees with 
regard to information security.  
 

DQE’s management is committed to ISO / IEC 27001 as the model for information security 
governance, to aligning its activities with the risk management context to which the company is 
exposed, and to promoting the continuous improvement of the information security management 
system.  

                                                                          Chairman and Chief Executive Officer 
Mr. François Abella 


